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(57) ABSTRACT

A network unlocking method of a mobile terminal is dis-
closed in the invention. The method includes: after being
used, a mobile terminal whose network is locked transmitting
hardware information to a network sever (101); when the
mobile terminal needs to unlock the network, it logging in a
website providing the download of a network unlocking file,
the website obtaining the hardware information of the cur-
rently logging-in mobile terminal and performing hardware
information matching by the network server (103); when the
matching is successful, the mobile terminal downloading the
network unlocking file from the website and unlocking the
network with an unlocking code in the network unlocking
file. A mobile terminal and a network unlocking system
thereof are also disclosed in the invention.

10 Claims, 2 Drawing Sheets
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1
MOBILE TERMINAL AND NETWORK
UNLOCKING METHOD AND SYSTEM
THEREOF

TECHNICAL FIELD

The invention relates to unlocking technologies in mobile
communication, and more particularly, to a mobile terminal
and a network unlocking method and system thereof.

BACKGROUND OF THE RELATED ART

Customized mobile terminal sales gradually become a
trend, for example, in order to obtain more wireless network
users, operators often launch a marketing strategy that cus-
tomers can get mobile phones for free if they pay the mobile
phone bills, in which case, in order to ensure that customers
use the operators’ own networks, operators require to add a
network locking function to their customized mobile phones
such that customers can only use the operators’ own net-
works.

Mobile phones with a network locking function can only
use a specific operator’s Subscriber Identity Module (SIM)
card. When the mobile phone detects that the Mobile Country
Code (MCC) and Mobile Network Code (MNC) of a SIM
card inserted into the mobile phone are inconsistent with the
preset parameters within the mobile phone, it does not allow
the mobile phone to search for the corresponding service
network. The network locking of the mobile phone brings
along the benefits of retaining customers for the operators, but
in some countries or in some cases, the network must be
unlocked for a network locked mobile phone. For example:
some countries do not allow network locking, or restricts that
the mobile phone can only be network locked for a certain
period of time.

Currently, there lacks alternative methods for network
unlocking. The user needs to hand the mobile phone to service
personnel of the mobile phone manufacturer, and the service
personnel uses a special unlocking software tool to unlock the
network, whose implementation is relatively cumbersome.

For example, in the application “method and system for
unlocking locked network of terminal” (Application No.:
CN200910188960), by interconnecting the SIM TOOL KIT
(STK) module of the SIM card with the operator’s remote
server, the remote server can poll the unlocking time in real
time, and sends an AT command for unlocking to the mobile
phone which meets the unlocking time, so as to unlock the
mobile phone. The disadvantage of the application is that the
authentication of the unlocking time is relatively compli-
cated; since it requires that the STK module of the SIM card
support the network unlocking service, when the SIM card is
changed, the corresponding data on the remote server need to
be updated. For another example, in an application for a
method for encrypting and decrypting mobile terminal net-
work locking/card locking unlock code”
(CN200810110663), a method for encrypting and decrypting
the unlocking code with asymmetric keys is disclosed, but the
problem about how the mobile terminal acquires the unlock-
ing code and unlocks the network is not involved.

SUMMARY OF THE INVENTION

For the above reasons, the main purpose of the invention is
to provide a mobile terminal and a network unlocking method
and system thereof so that the unlocking manner is not
affected by the change of a SIM card, or restricted by whether
said SIM card supports the unlocking method or not.
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To achieve the above-mentioned purpose, the technical
solution of the invention is achieved as below:

the invention provides a method for a mobile terminal
unlocking a network, after said mobile terminal whose net-
work is locked is in use, said method comprises the following
steps of:

said mobile terminal sending hardware information to a
network server;

said mobile terminal logging in a website which provides
download of a network unlocking file when network unlock-
ing is needed, said website acquiring said hardware informa-
tion of said mobile terminal that is currently logging in, and
performing hardware information matching through said net-
work server, if the matching is successful, said mobile termi-
nal downloading said network unlocking file from said web-
site, and unlocking the network with an unlocking code in
said downloaded network unlocking file.

In the above-mentioned scheme, after said mobile terminal
sends said hardware information to said network server, said
method further comprises: said network server starting up a
remaining network locking time-length timer to time a
remaining network locking time length corresponding to said
hardware information.

In the above-mentioned scheme, prior to the above steps,
said method further comprises: said network server pre-re-
cording network unlocking information of said mobile termi-
nal in a database; the step of said network server starting up
said remaining network lock time-length timer to time the
remaining network locking time length corresponding to said
hardware information is:

said network server receiving a short message containing
said hardware information sent by said mobile terminal, and
searching out a corresponding remaining network locking
time length in said network unlocking information according
to said hardware information, and in accordance with said
remaining network locking time length, starting up said
remaining network locking time-length timer.

In the above-mentioned scheme, said network unlocking
information comprises: user name, password, hardware
information, unlocking state, remaining network locking
time length, and unlocking file name obtained by a user when
the user purchases or obtains said mobile terminal for logging
in the website to download said network unlocking file.

In the above-mentioned scheme, said hardware informa-
tion comprises at least an International Mobile Equipment
Identity (IMEI) of said mobile terminal.

In the above-mentioned scheme, the step of performing
hardware information matching is: said network server
searching in the database for hardware information consistent
with said hardware information acquired from said website
that provides the download of said network unlocking file,
and the matching being successful when said hardware infor-
mation is searched out, and if the unlocking state correspond-
ing to said hardware information is locked, and the remaining
network locking time length is 0.

In the above-mentioned scheme, the step of downloading
said network unlocking file from said website is: said network
server sending to said website a matching successtul instruc-
tion carrying an unlocking file name corresponding to said
hardware information of said mobile terminal;

after receiving said matching successful instruction, said
website providing a web page according to said unlocking file
name for said mobile terminal downloading said network
unlocking file, and said mobile terminal downloading said
network unlocking file from said web page.

The invention provides a system for a mobile terminal
unlocking a network, and said system comprising: a mobile
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terminal, a network server, and a website providing download
of a network unlocking file; wherein,

said mobile terminal is configured to, after its network is
locked and it is in use, send hardware information to said
network server; when network unlocking is needed, log in
said website, and after successfully performing hardware
information matching through said network server, download
a network unlock file from said website, and unlock the
network with an unlocking code in said network unlocking
file;

said network server is configured to, after receiving a noti-
fication from said website, perform hardware information
matching, and when the matching is successful, notify said
website;

said website is configured to, acquire hardware informa-
tion of said mobile terminal currently logging in and notify
said network server, and after receiving a matching successful
instruction from said network server, provide download of
said network unlocking file for said mobile terminal.

In the above-mentioned scheme, said network server is
further configured to, start up a remaining network locking
time-length timer for timing a remaining network locking
time length corresponding to said hardware information sent
by said mobile terminal.

In the above-mentioned scheme, said network server is
specifically configured to, search for hardware information
consistent with the hardware information acquired from said
website, and when said hardware information is searched out,
and if the unlocking state corresponding to said hardware
information is locked, and the remaining network locking
time length is 0, said matching is successful.

In the above-mentioned scheme, said network server is
specifically configured to, after the matching is successful,
send to said website a matching successful instruction carry-
ing an unlocking file name corresponding to said hardware
information of said mobile terminal.

In the above-mentioned scheme, said website comprises: a
user login module, a hardware information acquiring and
sending module and an unlocking file downloading module;
wherein,

said user login module is configured to provide a user name
and password input mode, and after said mobile terminal logs
in successfully, notify said hardware information acquiring
and sending module;

said hardware information acquiring and sending module
is configured to provide a web page control for testing said
hardware information of said logging-in mobile terminal, and
use said web page control to acquire said hardware informa-
tion of said currently logging-in mobile terminal, and send
said hardware information to said network server;

said unlocking file downloading module is configured to,
after receiving said matching successful instruction, provide
a web page for said mobile terminal downloading said net-
work unlocking file according to said unlocking file name
carried in said matching successful instruction.

The invention provides a mobile terminal, and said mobile
terminal comprises: an information sending module, a down-
loading module, and an unlocking module; wherein,

said information sending module is configured to, after
said mobile terminal is network locked and is in use, send
hardware information to a network server;

said downloading module is configured to, when a network
needs to be unlocked, log in a website, and after said network
server performs hardware information matching and the
matching is successful, download a network unlocking file
from said website;
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said unlocking module is configured to unlock the locked
network with said unlocking code in said network unlocking
file.

The invention provides a mobile terminal and a network
unlocking method and system thereof. After the mobile ter-
minal whose network is locked is in use, the mobile terminal
sends its own hardware information to a network server; the
network server starts up a remaining network locking time-
length timer corresponding to the hardware information, and
counts down the remaining network locking time length;
when said mobile terminal needs to unlock its locked net-
work, it logs in a website which provides download of a
network unlocking file, the website acquires the hardware
information of said currently logging-in mobile terminal, and
matches the hardware information through the network
server; if the matching is successful, the mobile terminal
downloads the network unlocking file from the website, and
unlocks the locked network with an unlocking code in the
downloaded network unlocking file. Therefore, the network
unlocking method is not affected by the change of the SIM
card, or is restricted by whether the SIM card supports the
network unlocking manner or not, hence reducing require-
ments for the operator server; moreover, with the remaining
network locking time-length timer, flexible setting of the
network locking time can be achieved.

BRIEF DESCRIPTION OF DRAWINGS

FIG. 1 is a flow chart of a method for a mobile terminal
unlocking a locked network in accordance with the invention;

FIG. 2 is a structural diagram of a system for a mobile
terminal unlocking a locked network in accordance with the
invention.

PREFERRED EMBODIMENTS OF THE
INVENTION

The basic idea of the invention is that: after a mobile
terminal whose network is locked is in use, hardware infor-
mation is sent to a network server; when it needs to unlock its
network, the mobile terminal logs in a website that provides
download of a network unlocking file, the website acquires
the hardware information of the currently logging-in mobile
terminal, and performs hardware information matching
through the network server; when the matching is successful,
the mobile terminal downloads the network unlocking file
from the website, and unlocks the network with an unlocking
code in the network unlocking file. Here, the mobile terminal
generally refers to a mobile communication device such as a
mobile phone; the network server is typically an operator
server.

The invention will be described in further detail below with
reference to the accompanying drawings and the specific
embodiments.

The invention implements a method for a mobile terminal
unlocking a network, as shown in FIG. 1, said method com-
prises the following steps:

In step 101, after a mobile terminal whose network is
locked is in use, it sends its hardware information to a network
server.

Specifically, after a user acquires and starts to use the
mobile terminal whose network has been locked, when the
trigger conditions are met, the SMS automatically-sending
function built in the mobile terminal automatically sends a
short message preset with its own hardware information and
the network server number in the background. Wherein,
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the hardware information comprises at least the IMEI num-
ber of the mobile terminal; the trigger conditions are gener-
ally set by the operator, such as: sending immediately after
searching out the network after booting the mobile terminal,
or sending after a preset number of booting times, such as
three times, or sending after a preset number of calling times,
such as three times, and so on.

In step 102: the network server starts up a remaining net-
work locking time-length timer corresponding to the hard-

6

unlocking file name: used to store the name of the network
unlocking file of the mobile terminal with the corresponding
IMEI number.

In step 103: the mobile terminal logs in the website pro-
viding download of the network unlocking file when it needs
to unlock the network, the website acquires the hardware
information of the currently logging-in mobile terminal, and
performs hardware information matching through a network
server, if the matching is successful, proceed to step 104;

ware information, and counts down the remaining network 10 otherwise, proceed to step 105.
locking time length. Specifically, the mobile terminal needing network unlock-

Specifically, the network server pre-records the network ing logs in the website that provides download of the network
unlocking information of the mobile terminal in a database unlocking file, enters the user name and password according
when the user purchases or gets the mobile terminal, and after to the user name and password entering method provided by
receiving a short message containing the hardware informa- 15 the website; after the login is successful, the website provides
tion transmitted by the mobile terminal, the network server a web page control that tests the hardware information of the
searches out the corresponding remaining network locking logging-in mobile terminal; after clicking on the web page
time length in the network unlock information according to control, it acquires the hardware information of the currently
the acquired hardware information, and in accordance with logging-in mobile terminal, and sends the hardware informa-
this remaining network locking time length, starts up the 20 tion acquired from the website that provides download of the
corresponding remaining network locking time-length timer; network unlocking file to the network server; if the matching
the remaining network locking time-length timer counts is successtul, proceed to step 104; otherwise, proceed to step
down the remaining network locking time length, and syn- 105;
chronously modifies the value of the remaining network lock- the matching the hardware information is specifically as
ing time length in the network unlocking information. 25 follows: the network server searches in the database for hard-

The network unlocking information comprises: user name, ware information consistent with the hardware information
password, hardware information, unlocking state, remaining acquired from the website for downloading the network
network locking time length, and unlocking file name unlocking file, and if the file is searched out, the unlocking
acquired when the user purchases or acquires the mobile state corresponding to the hardware information is “locked”,
terminal for logging in the website for downloading the net- 30 and the remaining network locking time length is O, then the
work unlocking file; specifically, when the hardware infor- matching is successful; otherwise, or although the hardware
mation is the IMEI number, the network server records the information is searched out, but the unlocking state corre-
network unlocking information in a database according to the sponding to the hardware information is “unlocked”, or the
format of the field shown in Table 1. Table 1 is the format of remaining network locking time length is not 0, then the
the field of the network unlocking information recorded by 35 matching is not successful.
the network server in the database in accordance with an This step further comprises: the website for downloading
example of the invention. the network unlocking file sends the user name and password

TABLE 1
Remaining
network
User Unlocking  lockingtime  Unlocking
name Password IMEI number state length file name
Wgl234  Ztel23  353801003601471 locked 7452 F3256

As shown in Table 1, user name: used to record the user 50 to the network server, and the network server matches the user
name acquired when the user purchased or obtained the name and the password at the same time of matching the
mobile terminal for logging in the website which provides hardware information.
download of the network unlocking file; Step 104: the mobile terminal downloads the network

password: used to record the password acquired when the unlocking file from the website, and unlocks the network with
user purchases or obtains the mobile terminal for logging in 55 theunlocking code in the downloaded network unlocking file,
the website which provides download of the network unlock- and the flow ends.
ing file; Specifically, the network server sends a matching success-

IMEI number: used to save the IMEI number of the mobile ful instruction carrying the name of the unlocking file corre-
terminal whose network is locked; sponding to the hardware information of the mobile terminal

unlocking state: the state is identified as “locked” before 60 to the website that provides download of the network unlock-
the user downloads the network unlocking file, and as ing file, and after the website receives the matching successful
“unlocked” after download of the network unlocking file is instruction, it provides a web page for the mobile terminal to
completed; download the network unlocking file in accordance with the

remaining network locking time length: used to record the unlocking file name; the mobile terminal downloads the net-
unlocking countdown time length, and the remaining network 65 work unlocking file from the web page, and after completing

locking time length can be set by the operator according to
different conditions, such as: 7452 hours, and so on;

downloading the network unlocking file and clicking to
execute the network unlocking file, the mobile terminal
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unlocks the locked network based on the unlocking code
carried in the network unlocking file; when the network
unlocking is successful, it prompts the user that the network
unlocking is successful, and deletes the unlocking code; if the
network unlocking fails, it prompts the user that the network
unlocking fails, and saves the downloaded network unlocking
file, and the flow ends;

This step further comprises: after download of the network
unlocking file is completed, the website sends a downloading
completed instruction carrying the hardware information of
the mobile terminal to the network server, the network server
sets the unlocking state in the network unlocking information
corresponding to the hardware information of the mobile
terminal carried in the downloading completed instruction as
“unlocked”.

In the above description, the process of network unlocking
is a known network unlocking method, and its specific imple-
mentation is readily available to one skilled in the field, and
thus will not be repeated here.

Step 105: the website prompts the user that the matching
fails and the network-unlocking file cannot be obtained.

To achieve the above-mentioned method, the invention
also provides a network unlocking system for a mobile ter-
minal. As shown in FIG. 2, the system at least comprises: a
mobile terminal 31, a network server 32, a website 33 that
provides download of the network unlocking file; wherein,

the mobile terminal 31 is configured to, after its network is
locked and it is in use, send its hardware information to the
network server 32; when it needs to unlock its network, log in
the website 33, and after successfully matching the hardware
information through the network server 32, download a net-
work unlocking file from the website 33, and unlock the
network with an unlocking code in the network unlocking
file;

the network server 32 is configured to, after receiving the
notification from the website 33, match the hardware infor-
mation, and when the matching is successful, notify the web-
site 33;

The website 33 is configured to acquire the hardware infor-
mation of the currently logging-in mobile terminal 31, and
notify the network server 32, and after receiving a successful
matching notification from the network server 32, provide the
download of the network unlocking file for the mobile termi-
nal;

The network server 32 is further configured to, start up the
remaining network locking time-length timer corresponding
to the hardware information sent by the mobile terminal 31,
and time the remaining network locking time length;

specifically, the network server 32 pre-records in the data-
base the network unlocking information of the mobile termi-
nal 31 acquired when the user purchases or obtains the mobile
terminal 31, and after receiving a short message including the
hardware information sent by the mobile terminal 31,
searches out the corresponding remaining network locking
time length in the network unlocking information according
to the hardware information, and starts up the corresponding
remaining network locking time-length timer according to
the remaining network locking time length;

the network server 32 is specifically configured to, search
the database for hardware information consistent with the
hardware information acquired from the website 33, and
when the information is searched out, and if the unlocking
state corresponding to the hardware information is locked,
and the remaining lock network time length is 0, the matching
is successful.

the network unlocking information comprises: user name,
password, hardware information, unlocking state, remaining
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8

network locking time length, and unlocking file name
obtained when the user purchases or obtains the mobile ter-
minal 31 for logging in the website 33 that provides download
of the network unlocking file;

the hardware information at least comprises the IMEI num-
ber;

the network server 32 is specifically configured to, after the
matching is successful, send to the website 33 a matching
successful instruction carrying the name of the unlocking file
corresponding to the hardware information of the mobile
terminal 31;

the network server 32 is also configured to, when the
matching is not successful, notify the website 33 that the
matching is not successful;

correspondingly, the website 33 is also configured to, after
receiving the notification that the matching is not successful,
prompt the user that the matching fails and the network
unlocking file cannot be obtained.

The website 33 is further configured to, after the download
of the network unlocking file is completed, send to the net-
work server a download completed instruction carrying the
hardware information of the mobile terminal 31;

correspondingly, the network server 32 is also configured
to set the unlocking state in the network unlocking informa-
tion corresponding to the hardware information carried in the
download completed instruction as “unlocked”.

The mobile terminal 31 comprises an information sending
module 311, a downloading module 312, and an unlocking
module 313; wherein,

the information sending module 311 is configured to, after
the mobile terminal is network locked and is in use, send the
hardware information to the network server 32;

the downloading module 312 is configured to, when net-
work unlocking is needed, log in the website 33 that provides
download of the network unlocking file, and after the network
server 32 successfully matches the hardware information,
download the network unlocking file from the website 33;

the unlocking module 313 is configured to unlock the net-
work with the unlocking code in the network unlocking file.

The website 33 comprises: a user login module 331, a
hardware information acquiring and sending module 332 and
an unlocking file downloading module 333; wherein,

the user login module 331 is configured to provide the user
name and password entering mode, and after the mobile ter-
minal 31 logs in successfully, notify the hardware informa-
tion acquiring and sending module 332;

the hardware information acquiring and sending module
332 is configured to provide a web page control for testing the
hardware information of the logging-in mobile terminal 31,
and after clicking the web page control, acquire the hardware
information of the currently logging-in mobile terminal 31,
and send the hardware information to the network server 32;

the unlocking file downloading module 333 is configured
to, after receiving the matching successful instruction, pro-
vide a web page for the mobile terminal 31 to download the
network unlocking file according to the unlocking file name
carried in the matching successful instruction.

The hardware information acquiring and sending module
332 is further configured to send the user name and password
to the background network server 32;

correspondingly, the network server 32 is further config-
ured to match the user name and password at the same time of
matching the hardware information.

Based on the above-mentioned system, the invention also
provides a mobile terminal. As shown in FIG. 2, the mobile
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terminal 31 comprises: an information sending module 311, a
downloading module 312, and an unlocking module 313;
wherein,

the information sending module 311 is configured to, after
the mobile terminal is network locked and is in use, send the
hardware information to the network server 32;

the downloading module 312 is configured to, when net-
work unlocking is needed, log in the website 33 providing
download ofthe network unlocking file, and after the network
server 32 performs hardware information matching and the
matching is successful, download the network unlocking file
from the website 33;

the unlocking module 313 is configured to unlock the net-
work with the unlocking code in the network unlocking file.

With the scheme of the invention, when the network needs
to be unlocked, the mobile terminal logs in the website that
provides download of the network unlocking file, and per-
forms hardware information matching through the network
server, and when the matching is successful, downloads the
network unlocking file from the website to unlock the locked
network. Therefore, the network unlocking method is not
affected by the change of SIM card or restricted by whether
the SIM card supports the network unlocking method or not,
hence reducing the requirements for the operator server.

The above description is only the preferred embodiments
of the invention and is not intended to limit the scope of the
invention.

What is claimed is:

1. A method for a mobile terminal unlocking a network,
after said mobile terminal whose network is locked is in use,
said method comprising the following steps of:

said mobile terminal sending hardware information to a

network server;

said network server pre-recording network unlocking

information of said mobile terminal in a database;

said mobile terminal logging in a website which provides

download of a network unlocking file when network
unlocking is needed, said website acquiring said hard-
ware information of said mobile terminal that is cur-
rently logging in, and performing hardware information
matching through said network server, if the matching is
successful, said mobile terminal downloading said net-
work unlocking file from said website, and unlocking
the network with an unlocking code in said downloaded
network unlocking file;

wherein after said mobile terminal sends said hardware

information to said network server, said network server
receiving a short message containing said hardware
information sent by said mobile terminal, and searching
out a corresponding remaining network locking time
length in said network unlocking information according
to said hardware information, and in accordance with
said remaining network locking time length, starting up
a remaining network locking time-length timer for tim-
ing a remaining network locking time length corre-
sponding to said hardware information.

2. The method according to claim 1, wherein, said network
unlocking information comprises: user name, password,
hardware information, unlocking state, remaining network
locking time length and unlocking file name obtained by a
user when the user purchases or obtains said mobile terminal
for logging in the website to download said network unlock-
ing file.

3. The method according to claim 1, wherein, said hard-
ware information comprises at least an International Mobile
Equipment Identity (IMEI) of said mobile terminal.
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4. The method according to claim 1, wherein, the step of
performing hardware information matching is: said network
server searching in the database for hardware information
consistent with said hardware information acquired from said
website that provides the download of said network unlock-
ing file, and the matching being successful when said hard-
ware information is searched out and an unlocking state cor-
responding to said hardware information is locked and the
remaining network locking time length is 0.

5. The method according to claim 4, wherein, the step of
downloading said network unlocking file from said website
is: said network server sending to said website a matching
successful instruction carrying an unlocking file name corre-
sponding to said hardware information of said mobile termi-
nal;

after receiving said matching successful instruction, said

website providing a web page according to said unlock-
ing file name for said mobile terminal downloading said
network unlocking file, and said mobile terminal down-
loading said network unlocking file from said web page.
6. A system for a mobile terminal unlocking a network,
comprising: a mobile terminal, a network server, and a web-
site providing download of a network unlocking file; wherein,
said mobile terminal is configured to, after said mobile
terminal whose network is locked is in use, send hard-
ware information to said network server; when network
unlocking is needed, log in said website, and after suc-
cessfully performing hardware information matching
through said network server, download a network
unlock file from said website, and unlock the network
with an unlocking code in said network unlocking file;

said network server is configured to start up a remaining
network locking time-length timer for timing a remain-
ing network locking time length corresponding to said
hardware information sent by said mobile terminal, and
after receiving a notification from said website, perform
hardware information matching, and when the matching
is successful, notify said website;

said website is configured to, acquire hardware informa-

tion of currently logging-in mobile terminal and notify
said network server, and after receiving a matching suc-
cessful instruction from said network server, provide
download of said network unlocking file for said mobile
terminal;

wherein said network server is specifically configured to

search for hardware information consistent with the
hardware information acquired from said website, and
when said hardware information is searched out, and an
unlocking state corresponding to said hardware infor-
mation is locked and the remaining network locking
time length is 0, said matching is successful.

7. The system according to claim 6, wherein, said network
server is specifically configured to, after the matching is suc-
cessful, send to said website a matching successful instruc-
tion carrying an unlocking file name corresponding to said
hardware information of said mobile terminal.

8. The system according to claim 7, wherein, said website
comprises: a user login module, a hardware information
acquiring and sending module and an unlocking file down-
loading module; wherein,

said user login module is configured to provide a user name

and password input mode, and after said mobile terminal
logs in successfully, notify said hardware information
acquiring and sending module;

said hardware information acquiring and sending module

is configured to provide a web page control for testing
said hardware information of said logging-in mobile
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terminal, and use said web page control to acquire said
hardware information of said currently logging-in
mobile terminal, and send said hardware information to
said network server;

said unlocking file downloading module is configured to,

after receiving said matching successful instruction,
provide a web page for said mobile terminal download-
ing said network unlocking file according to said
unlocking file name carried in said matching successful
instruction.

9. The system according to claim 6, wherein, said mobile
terminal comprises: an information sending module, a down-
loading module, and an unlocking module; wherein,

said information sending module is configured to, after

said mobile terminal whose network is locked is in use,
send hardware information to the network server;

said downloading module is configured to, when a network

needs to be unlocked, log in the website, and after said
network server performs hardware information match-
ing and the matching is successful, download the net-
work unlocking file from said website;

said unlocking module is configured to unlock the network

with said unlocking code in said network unlocking file.

10. A mobile terminal, comprising: an information sending
module, a downloading module, and an unlocking module;
wherein,
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said information sending module is configured to, after
said mobile terminal whose network is locked is in use,
send hardware information to a network server;

said downloading module is configured to, when a network
needs to be unlocked, log in a website, and after said
network server performs hardware information match-
ing and the matching is successful, download a network
unlocking file from said website;

said unlocking module is configured to unlock the network
with an unlocking code in said network unlocking file;

wherein said network server performs hardware informa-
tion matching and the matching is successful comprises
that said network server starts up a remaining network
locking time-length timer for timing a remaining net-
work locking time length corresponding to said hard-
ware information sent by said mobile terminal, and
searches for hardware information consistent with said
hardware information acquired from said website, and
when said hardware information is searched out, and an
unlocking state corresponding to said hardware infor-
mation is locked and the remaining network locking
time length is 0, said matching is successful.
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